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ABSTRACT

With the advent of blockchain technology in the ear/|
becomes of it. Mostnotagl Bi t coi n has captured everyone’'s attenti
blockchain and other communities have sprung up in its wake. The need for an ad\@ackchain solution to

everyday tasks that both the provider and the user wobkhefit from being secured and decentralized has yet to

be fully realized though. Even those currently with spediay f eat ur es wofltfe’'n nheanvtea lai t“yl
projects to fight amongst themselves and fragment so that communities become dilotethea message of the

goal is lost.

Espers is a Pro@f-Work/ProofOf-Stake (PoW/PoS) hybrid blockchain that was created to be a solution to the
division and lack of usability that is currently attributed to blockchain technolmaph unifying and exparidg
possibilitiesImplementd features such as secured messaging, cobssn interfacing, modular sidechains,

websites on the chain, file storage on the chain, to name adiethenjoinedthrough a universal interface that

any coinproject may then paicipateinUsi ng ESP (Espers) coins as “fuel?”
the chain operates further stimulates the interest in contributing to processing blocks for the network.
Miners/Stakers are encouraged to participate causing consistent blowrggon and ensuring a lightning fast

network overall.This document is intended to describe in detail the different systems that the Espers project
employs and how they operate in unison to provide the end user of any community a seaml|éssiaive

experience.
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BLOCKCHAINS

1 Current Shortcomings

Much of what is attributed to a blockchain today is simply a single function system with a very specific
purpose intended to generaterevenug.i t coi n’' s c¢r e at oaruly unigudtechrmlpgsghot t o o
focusing on revenue, but the vision became muttled as hundreds of blockchains flooded out into the world.
Despite what the news and media would like to have you belidwekchains do not have to only carry one
functionality. Regrettably the media focuses only losses and gaissugh the average person is put off
considerably for any blockchain that deals sol el
technological feats little is able to tie Bitcoin basdddxchains together, even alternatives such as

Ethereum fall short of providing an effortlessly seamless solution.

Current Implementation and benefits

Blockchaingan be described ds digital ledger in which transactions made in Bitcoin or another
cypocurrency are recor de d-Godgle)dhoagh thigis ncoeelorllegstraen d pu b
statingt hat a bl ockchain’s digital |l edger is wused fo
restrict what they believe can be done with it. Primarily blockchains are indeed used to widely distribute a
decentralized digital ledger that stores reded transaction data for the entire systeallowing anyone to

be able to access their accounts and information securely. With no central point of failure by being
decentralized, blockchains such as Bitcoin are very resilient to any kind of form of takepdattack

against the system. Distributed ledgers also provide transparency allowing general information to be visible
by anyone while keeping more private values and info under the lock of a private key which each user
individually has a unique versiaf. Transaction information is stored in blocks of information conveniently
known as “blocks”. Bl ocks are generated by “mine
contributing resources in order to encrypt a block of information and asf$ to the network As a

blockchain generates blocks it calsomanipulate their sizeeasingthe possiblity to store different data

types in largecapacitieghat are then providedo end-users This negateseed to grow the blockchain
unlessrequiredby the chain parameterdVhen put together a blockchain is a very capable system in terms
of coins, but its versatility doesn’t end there.

Future possibilities

Ablockchairmaybe utilized for a plethora software solutions in regards to additional secand
reliability offered through a distributed consensd$iel i mi t a t ioowmmagirsation ane cCrestivity
Communitiestalk of operating systemsmessaging systems, data storage systathsinning on the
blockchainsignificanty improving our current protocols Once communities and projects alike begin to
move away from monetary focus and lean more towards developing the techioalqupssibilitiestself it
will create a real streamlining in both security and reliability of our edagtasks
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CONSENSUS AND REWARD MECHANISM

Espers gesa ProofOf-Work/ProotOf-Stake (PoW/PoS) hybrid blockchain widalectly affects hovthe system
handles block productioand stimulates interest in doing so.

Proof-Of-Workor(PoWa s it ' s o f istemost rofaklaonsendusnied . hod as it’' s al so
common among blockchain projects since its use in Bitcoin. PoW functions by having participants contribute
computing power in a f or nrefdtance wrhasking a Bldckeobtie blockchain' h a s hi 1
Participants are rewarded for correcgybmittedblocks that are accepted by the blockchain/netwarkdthen

confirmed as the block ages ensuring subsequent generation (mining) of future blocks by keeping participants
interested. Furtliermore multiple participants typically pool together theircess r ces by usi g a “m
apposed tonormallycompeting against each otheservice allowing even those with litttemputingpower to be

able to receive compensation for what they poovide rather than attempting to beat an entity with considerably

more hashing power. This distribution method falls short of perfect though as it is possible to attack the blockchain
by controlling what information is in the blocks being mined and subreitd . These are known a:
are blocks with invalid information that would normally not be accepted even possibly splitting the blockchain into
two versions of itself (forking) that then compete for network validity and acceptance whentiw leas the ability

to compute with massive amounts of power that the majority do not have access to.

Proof-Of-Stakeor (Po$ for short is a newer method of block generatjdowever arguably one of the more secure
methods of distribution though not as readily available to newcomers just climbing on board a community/project.
This is because PoSes the coins that a participant owns and is holdimgenerate a blockthus owning more

coins and staking them provides the participant with a higher possibiligeatratingthe next block. Staking is the

act of allowing one’'s wallet/client to remain online
coinsbecome temporarily unavailable while the wallet/cligotgesa block and then compensates the participant

with an earned interest on the coins used. The longer one has ownedctiiest he mor e “ wei ght " t
accumulate and the higher their chancedarfgingthe next block, once the block is found tbein s wei ght i ¢
to allow for other participants a chance of also mining a block. This method is considered more secure as if properly
distributed the participants will invalidate most any form ofaaik that abuses hashing power in order to gain

control of a blockchain, however one must first obtaeoins in order to stake which depending on their worth can

be costly and overall a deterrent to the project if this is the only method available.

PoW/PoSHybridk nown typically as j us tshutilesbdthyPoWw and PoS tdgether anfo b u t
a singular blockchain. Hybrid systems are still relatively, asview blockchains employ a robust enough difficulty
algorithm which adjusts the time ap betweengeneratedblocks for either PoW or PoS and in this case both in

uni son. A custom difficulty retarget algorithm knowr
shuffling ofgeneratedblock types within a full hybrid blockchaBy doing so the security of Espers is substantially
increased as PoW and PoS c o napolviegthe hidckcleam significant ddgerovers s h «
one operating singularly on a particular method.
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TheConsensus and Rewaftructure as of the writing of this documeriibr the Espers projects defined below:

1 BlockTime(Post VRX implementation)

Minimum enforced spacing: 3.5 minutes per block
Targetspacing 5 minutes per block
Max @oft limit) : 7 minutes per block

1 Proofof-Work / PoW

Block 610: 0 ESP per block (Start blocks)
Block11-365: 50,000,000ESP per block (Reserved block}
Block 366+: 5,000 ESP per block + network fe¢Standard blocKs

q Proofof-Stake /PoS

Block212520,000 250%annual interest (2-day miscalculatioh)
Block 20,0042,000,800: 25%annual interest (Standardphase

Block 2,000,8013,000,300: 5% annual interest (Scale down phas#*)
Block3,000,300+: 1% annual interest (Scale down phasg*)

T Maximum Espers Coin Supply
Total of: 50,000,000,00&ESP (50-BillionESP)

Start blocks*Refe s t o setting a block reward of “0” swhild hat
they are mined without generating any reward for the miner.

Reserved blocks:: ni ti ally the Espers project gave away 20% o
Drop” to anyone who wanted t o pa thdtwassplitaqualy amongsetheof c
six team members to fundngoingdevelopment. This was done in April of 2016 upon launch and carried over in

the blockchain swap that was conducted shortly afterward.

2-day miscalculation*:Upon launchof the PoS systemithin Espers there was initially a mistaken value input for

the annual percentage equation that c-day(d8ihbushvers a u S ¢
compensation of stake rewards generated by Hmnf in no wayhadanymajor impact o the overall

supplyfunction and was promptly resolved@wenty thousand blocks were processd as this was prior to VRX
implementation and the chain had been rushing block generation during this time.

Scale down phasé*: Oncethe standard PoS reward phaseds after approximatel$8 billion ESFhas been
generated.

Scale down phas@*: Later a final scale down to 1% is conducted faiidgeto reaching maximum coin supply.

50-Billion ESP. The maximum coin supply is estimated to be reached ~30 years after [&2015H2046 A.D)
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TERMINAL VELOCITY RATEX (VRX)

VRX or Terminal Velocity Rate Bockchain difficulty retarget system thatsinga several block depth scan,

quickly adapts the implemented blockchain/altcoin's mining or staking difficulty levels to ensure a narrow window
around the desired block timéllowingof coursefor some inconsistencies in block spacing due to significant
increases or decreases in hashrataking depending on whether the blockchain is Pi@&iWork basedProofOf
Stakeor Hybrid the VRXsystemensures that blocks are generated at@nsistentlyeven pace. Furthermore for

Hybrid blockchains the blocks goeoperly shuffled in a 50/50 ratio allowing both consensus types an even chance.

Simply put VRX indexes a previous set amount of blocks (typical reference implementations are set to the previous
six blocks) and then compares each of them against one anatlrelation to their block times thus determining a

set spacing between those blocks. The system then takes the determined block spacing and compares it against
desired block spacing in what is calt€theck Rourid Thischeck rounds similar to the oher retarget systems

available but adjusts on a different curve which adapts quickly to large changes in the hashrate of the blockchain,
also making sure to not adjust too much so as not to "stall" the blockchain. There eéh@cierounger pair of

blocks indexed so using a six block count index depth VR}eldlfive check roundsAfter VRX runs through its

checks it then determines whether it should change the difficulty either up or down depending whether the desired
block time was overshot or rustethe severity of which is limited to a maximum of doubling the previous block
difficulty or halving it. Finally an average is calculated between the differenopdifficulty changes so that the

most logical change in difficulty occurs that beststhie blockchain and is then logged twe Espers system

Please refer to théunction diagranin the next page that depicts the actual function.

Late versions of the VRX systems (such as the one used) feature a unique PoW/PoS difficulty swing in wdhich hybr
systems skew the difficulty on a curve in favor of the less often found block type. Doing so ensures that neither one
block type can win out over the other one and both miners and stakers can benefit the blockchain equally. VRX was
designedtodirectly nt er act with Esper s’ ,Whaidh s discusseat drdaterdekgtic onst r
the next sectionThis is becaus®o other difficulty retarget method was compatible with it since the block difficulty
plays an important role within the Velocity system itself.
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(Functionexamplediagram)

[FetchPreviousblock1] A [Block timee.g.07:00

7 —minute blockspacingmbsl)

[FetchPreviousblock2] A [Block timee.g.07:07]

9 —minute block spacingmbs?)
[FetchPreviousblock3] A [Block timee.g.07:16]

8 —minute block spacingmbs3)
[FetchPreviousblock4] A [Block timee.g.07:24]

5—minute blockspacingmbst)
[FetchPreviousblock5] A [Block timee.g.07:29]

5—minute block spacingmbsb)
[FetchPreviousblock6] A [Block timee.g.07:34]

Target spacing 5minute block spacing (mbsT)

[Checkround-1] A [mbsl1 > mbsJTA [Adjustdown]
[Checkround-2] A [mbs2 > mbsJTA [Adjustdown]
[Checkround-3] A [mbs3 > mbsJlA [Adjustdown]
[Checkround-4] A [mbs4 = mbsJTA [Adjustnone]
[Checkround-5] A [mbs5 = mbsJTA [Adjustnone]

Compare actions #n select highest chosen action

Adjustdown =3
Adjustnone =2
Adjustdown > Adjusinone

VRX adjusts blockchain mining/generating difficulty down to meet target spacing
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VELOCITY BLOCKCHAIN CONSTRAINT SYSTEM

1 Overall Feature Functionality

Velocity is a reritten feature originallyfound in Frycoirfa now ancient Bitcoin based altcoin). Upon stumbling

across this feature it became quickly apparent that although significaniossodf code would need to be1done

the feature itself had a good overall premise in both security and chain stability aspects making it very desirable.
The feature was successfully rewrittdaspite a few small setbacks and bugs in earlier versionsithaot actually

affect chain stability ocoinoperation in any way other than intendetater on in developmentdalitional systems

were created that werenevggar t of t he f e a tfonpropéraveratl bldckghaim@etatioh. unct i on

The keyrole of Velocity is to constrain the chain with the parameters already defined within the, augtead of

having block spacing and other propertl@=haveas areactionto the chain's operationOther implementations of
blockchain technology, sudden increas hashrate which can indicate a possible attaae still a vulnerability
despite the best difficulty retarget systems out there being implemented to control block spacing. Network fees,
possible invalid balance issues while sending transactions amd ptitions of the blockchain are enforced with a
double check buare still susceptible to an attack whether it be temporary or a double spend that is confirmed and
causes users of the network grief and losses which is unacceptable.

The issue of possibgxploiting parameterss resolved by the Velogitsystem being a "triple checkEven after a
block during generation has seemingly met all requirements and isghearatedit is now no longesimply
accepted. Instead it is checked once more for incaestes and possible other exploits. Most notably users will
see rejected blocks during the mining or staking phase (or both dependiogimpropertiey. Despite the
tendency to assume that there is something wrong with the chain as it is rejectinghitisks in fact a completely
normal and a welcomed operation.

Reasoning is that rapid block times, incorrect fees, insufficient balance and other issues can be manipulated by a
talented programmer with malicious intent. To guard from these kinds of tiitng Velocity checks the generated
block against the chain parameters. First it checks the block for proper spacing, if the block was generated too
quickly, thus has not met one of the main parameters for the chain and is promptly rejected, stavingsithlpo

attacks and any kind of sudden increase in hashrate.

The next steperifies that previously the client that sent a transaction (if it sent one in the previous block) sent a
valid transaction by comparing previous balance vs current balance alomdes# paid vs minimum fee required

to payof the block waiting to be acceptetf any of these parameters are not met (mind you these are standard
chain parameters and nothing outlandish) then the block is rejected despite being generated successhullyisTh
system secures the chain, making it more stable, predictable, and overall reliable, instilling confidence that the
blocks that are accepted are indeed blocks that are proper.

Thisfeature is still a prototype systents implementation into the Esgrs blockchain (which is a fully hybrid system
using both PoW and PoS simultaneously) caused small glitches with the original retarget systerveriich
addressed by moving tihe previouslymentioned VRX retargeting systeifhese glitches consisted of smg the
difficulty to bottom out until a proper retargeting system could bead That being said blocks accepted are now
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spaced consistently at a minimum of 3.5 minutes allowing the chain to move forward smoothly. Next the
transaction verification angrevious balance checks are currently turned off until such a time as the checks become
flawless The implementation for these specific checks are still being developed to properly ascertain those sections
of chain parameters.

T Security Analysis

Miners mayalso be able to create automated cutoffs for the system so as to not waste power while blocks are
simply not accepted by the chain creating two possible exploits. First that users with advanced mining systems may
be able toeffectivelypremine a block dung the time that the chain is not accepting blocks and withhold it from
submission until the minimum time has elaps#dhe system were to then employ a security check that verifies

the block’”s timestamp to see $idnanathemdxploé woulthlee tbetavi t h h el ¢
withheld block to be created with a valid timestamp as long as the miner knew each valid time wirttkse two
exploitsare resolvedirst by having the previously stated method of the system ensure the bilmestamp does

not come from outside the allowed block windowhis discourages attacks by creating more steps for the attacker

to go through before having a chance of succBExtthe VRX implementatiopenalizsminimum block time

makingthe power required tomaintain a possible attagleven withinjecting a valid timestanjpgncrease

exponentially until after just a few generated blocks the difficulty is so great that minimum time can no longer be
achieved and another miner/staker cammplyfind the next blo&. Thisquicklynegatsany possible progress in the
attack.Of course the Velocity system requires all parameters to be met and not simply just block time in order to
accept what appears to be a validly generated block.

The system can be expanded to imbdumore verification and an even more stringent implementation that may
adapt to any kind of features that are added or removed. This makeBdpersystem very adaptable and less of a
hassle to work with as it can grow with the coin and as it becomes mafined and mature so will this new
security feature called Velocity.
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SIDECHAINS & CROGHAIN INTERFACING

While a sinfe blockchain is quite capable of processing large amounts of information newer methods have arose
where a blockchain system wik@&smaller blockchains that are reliant on the parent chain that creatdahdwn
assidechainsin order to simultaneously picess more data while alleviating netikdoad from any particular

chain. Some approaches require the main chain to interface with the sidechains directly, having the sidechain fully
reliant onthemainchainEs per s’ appr oach i s aircapabieoifunctionimggmpteield e c hai n
independently These sidechains once created continue to function without the requirement of the Espers chain
existing Usinga crosschain interface to transmit data from one blockchain to another will allow for ehelin to

be able toshareworkloads while remaining completely independenthis independence means thaggardless of
anyfailure or issuesvith a given chainthe rest of the network will remain intact and operational instead of

suffering a complete capse.Employinghis systemeven makes ipossible to interface with other projects and
communities entirely, allowing multiple projects to tie together and benefig @another if the communitieshoose

to do sa

For example if a project which is capabfeencrypted messaging ambin distribution processes only transaction

data foracoinwi t h bl ockchain “A” whil e pr oces s,eatlyblookohhiy me s
only has to process their respective serviclgn, wsingcrosschain interfacingproducts carshare data amongst

each other providing end users with a fluid and intuitive system that is fast, seametreliable To elaborate on
thisexampe,i f bl ockchain *“A” was hypot hnmaing funetionhl gnd tssenmiceso mi s
would also continue to operatéllowing users tdkeep usingservices that they need even if one or ma@ement

may no longer be accessible. This type of systemnaddes it easier foa blockchain project to break frdeom

only beingable to offer a singléype of service.

Refer to figure A for a visual illustration of the proposed system.
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SECURE MESSAGING

There have actually been several different attemot$mplement—Secure Messagirgnto blockchain projects.
Regrettably, few if any actuallset he chain’ s al gorithm iToensuredpeedy t o0 enc
deliveryt he message doesn’t actually affix itself to the
contents are sent and from which they can be reatlowingfor very fast relays of messages without the need to

add load to the blockchain network is a clever solutidawever, groperimplementation of secure messaging

would need tobroadcast the messagesross nodes through the blockchain itsglét as a mined block would

normally do

By storing raw text on a block, similar t osédrmlew Bi t cc
title, the messages can then be more secure than just being encrypted and sent to the recipient. This is due to not
only to encrypting the message through an encryption algorithm but also by being able to confirm that the message
sent/received $ indeed valid. Allowing the message to confirm its validity in the same manner that a transaction
confirms its validity within the blockchain ensures that messages received and sent contain only what they were
intended to contain. Falsified or even spamessages are significantly reduced or even nullified entirely in some

cases.

While the content of the messages remain private, for transparency reasons the blockchain still reports when a
message is sent and to what public key. However, the mtigind sender are the only oagrivy to the contenas
publicly there is only a note made onto the chain that there was a messageatmmy with thepublic keys which

are already normally available. Transparency is required for any sort of data transference regardless ifairis for
or for another ype of service. This is because without transparency it becomes very convoluted to verify that the
recipient did indeed receive the intended method of service as the chain fails to properly record actions taken.

Continuing beyond merely includingtextédsé cont ent of a message, Espers
process and distribute everything from basic images to compressed files and documents allowing its users to go
beyond standard texbnly limitation. To accomplish the previously mentidrgidechain system and croshain

interface is sed With Espers being the catalyst for text data processing its other sidechains then directly interact
with the Espers blockchain as well as the other individual sidechains to also be able to procedstathe

simultaneously while keeping the network load light. This is done to remove a central point of failure from the
system while allowing for greater flexibility of the
the Espers blockclimthat contains stylized text data as well as a few images the message will actually be split up
and processed simultaneously in sections.

First the Espers chain itself would process and relay the text message data including the styling code which it will

thenrenderclientss i de upon delivery, keeping data processing
are then processed into a sidechain that notifies the Espers chain of an image attachment to a sent message. Once
the message is confimeduse “ B” i s then able to view the message ¢

the sidechain and the message text is natively rendérech the local chain ensuring once again that if some
aspect such as the image sidechain failed the message willltesdelivered regardless tifie state of the rest of
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the network The opposite is also trud.the chain processing text incurred an issue then the chain processing
i mages would still relay and del i v ebevidible€hiscraatasggfars t o
more robust system than attempting to have a s$agoint process such loads of data.

Going beyond the Espers chaisjngchain interfacing, the system is also able to interact directly with other

projects and their communities, uniting them by allowing users from one community to directly interact with the
other. If two users of participating blockchains so desired theyahte to send a message from their local
wall et/ client to the other user’s wallet/client reg:
the separation between communities and allows for a higher possibility of real use from teensythat are

currently out there andare still being created. Each chain processes messages with a fee paid to their each
respective networks, keeping their communities interested in processing blocks.

A key benefit is how this impacts the goal of thedtsgsystem. Individual entities such as companies are able to
conveniently and effectively run standalone blockchains for their own needs suckcorgrany messaging and
data processing that the entity requires to be kept secure/encrypléils crosshan communication allows for
interaction with another department oanentirely different entity while retaining privacy and individual security.

SITE ONCHAIN

Currentinternet protocols including SSL and TLS still leave us all wanting more. Websites, servers, and even
personal computers are compromised almost countless times daily even with the best practices implemented and
security protocol followed. This is becausech of thetraffic that is speeding through the world wide web is not
encrypted or secured in any way. More reputable websites and companies make swestime sort of

encryption for traffic with their website(s) but even then a compromised serveetwark cancause the whole

system to come down potentially jeopardizing client information, business information, and other sensitive data.

In response to this predicament the Espers project proposes that websites and other internet related services be
operated/stored/hosted through the blockchain, thus nearly negating any possible attack to websites and other
internet services without ever ipacting usability. In using the blockchain as an internet protocol you effectively

add an almost impenetrable layer of protection to any kind of service operated, especially websites. Going further
than merely adding a layer of security, a blockchain ofgeravebsite has no possibility of suffering from a DDOS
attack,ast her e are no servers or datacenters to compr omi ¢
domain headaches, no storage concerns, no data to intereggptso on In order to acléve this lofty goal the

previously discussed features arewskdin unisonto bring about a properly rendered website to any user across

any participating blockchain/project.
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First the hosting party uploads their website through the Espers client whashpily converts the files into raw

code and stores it within indexed blocks on the blockchain. Individual sidechainsesi® store each type of
information so that code types, images, videos and other data does not satmgtgiverchain. When the bsting

party submits their website onto the blockchain they also pay a small network fee to process theitticttze

blockchain just as one would with paying a transaction fee for sending a transaction. Thisffe@dsninal

amount, and issimply therein order to retain reasonable compensation to any miner or staker that might have
processed the block. Once the data that is processed onto a,ldodkthe bloclhas been confirmedt becomes
available to the entire communitysingthe Espers system arahy other participating parties. When browsing for
websites the Espers client queries each chain for its predetermined data type and rendersrittiexlient side

for the user to interact with. This means that any type of web browsing is alwaysrséssied and not visible by
another entity or & party. Any information processed between the website and the user is then also secured along
with all information viewed by the user with the chain reporting access and other usage variables to be stored fo
analytical purposes. By doing so a web browsing service such as Google could submit their very own browser that
would then crawl the chain for websites that were hosted on it, in a sense offering no transitional difference
between our currentinternetsyt em and what can ef f ec tallwhiddmainthirengac al | e
secure, intuitive, and fluid experience.

Byusingthe cross chain interface system Espers can tiebridged with future likeminded projects so that
instead of creating®@ii si on a wuser could browse websites stored
Espers client and blockchain system while effectively remaining completely independent so as not to incur risk from
an unrelated projeat us ec h & sedsystem.idhgtehcgurages tindyenablingg
standardizationforegoing the need for proprietary system.
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LIGHTWEIGHT/MOBILE BLOCKCHAIN

As a blockchain grows it bec ome storédsmfermationevithbutregardtoh e s ¢
possible hardware or service limitations to the end user. In order to circumvent such a concern for possible mobile
users or users who simply cannot store the entire chain either at that moment/ indefinitely it istmmpoo offer

an alternative to what’'s known as a “full” client. {
entire blockchain which allows for significant redundancy and support as community members/ss#rs u
system whitlweightli or “Mobile Blockchain” acts as an

data from it more like a block browser rather than actually storing the system locally.

By not storing the majority of files locally the Espers system can readkly be used in full scale on a mobile

device or by a user with limited network/storage capacities. Though much of what makes this system lightweight is
simply crawling the blockchain it also of course has the capability to submit data to the blodkchaiprocessed

in the upcoming block with or without synchronizing the blockchain. Every system should allow for customization

by the user that is singit and as such the Lightweight/Mobile Blockchain is also capable of synchronizing either
partially orwholly. If the option is selected, he system will synchronize from t
previous transactions reported by the chains hosted by n@dtlesralid A not her option is to
to run where after the semsyrc is completed from the last checkpoint the client then begins synchronizing the rest

of the blockchain silently in the background allowing the user to still support the network completely at their
discretion.

CHAIN APPS

As the Espers blockchagstem is designedtoses i dechains and modul ar features
the project’s ability to plug any kind of blockchai:
these Chain Apps come froraNGde voted featuregdiscussed further in the next sectionhile others are from '3

parties verified prior to implementation into the system. User created chain apps may be submitted at any time via
the system s client antabeassignedt ngusideghaio forpttolsey pr oces s ed
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X-NODES

X-Nodes are ot to be mistaken with Masternodewhich is a centralized system where users lock a specific balance
in order to participate in additional network features and support them, later rewarding the participdmsome

of the generated coins from the next block if they qualifistead, XNodesare completely opin meaning that any
community member may participate in the system regardless of their current balance or previous experience. This
ensures that the dcentralization aspect of the Espers project and blockchains in general is not lost once again
strengthening the overall network.

The way an sNode functions is by having a participant register themselves on the network as an aaldititan
processor allwing them to store additional sidechains that are used to provide additicimain features. Similgr

to a Masternode, an-Xlode requires a persistent internet connection and penalizes any participant that
consistently disconnects to avoid inconsistenhiections or any possible hatups in service provided to end

users. The longer that a user participates in the system the higher their chance become of being part of the
compensated »Modes which are automatically voted on by the network depending oahiéity and data

processed. A participating user may then also lock any desired amount of their balance which will effectively
become frozen as the participant will no longer be able to stake them until they are unlocked frorNitde)and

in doing so hae the balance act as a multiplier to the compensation rate provided. Of course the multiplier is on a
curve and implements several asatbuse system such as requiring a cool down period for recently locked coins.
Until the cool down is complete a participawill not see a multiplier effect.fle smaller the amount locked the

longer the user must wait for the lock to cool down at an exponential rate. Larger balances require users to wait
less time to cool down while having the multiplier amexponentiakurve. This negates the usefulness of
significantly larger balances ensuring that users are encouraged to lock larger amounts to be rewarded sooner
while penalizing possible “dust” locking to such a ¢

A locked balance wistill be ableto find the next block in the chain however any coins created are diverted (after

l ock cool down) to a participant’'s selected feature
establishing rapid feature development by the jact team and raises community support. Participants may also
choose simply not to vote however the multiplier aspect again is penalized as this creates a drop in support for new
network features. Any participant may submit a requested feature to be voreby the network for future

development however when the voting round ends any feature voting that was not selected is pooled together

and split into two section that are thersadindependently. The first half is split into sections that are then eitkl
back into the network as fees paid allowing miners
runs out while the second half is put towards the winning voted upon features. Users may unlock their balance at
any time while participang in the XNode system even if the balance has not completed the cool down period

giving users complete control over their experience. Simijlérly participanbpts-out at any given timgust like

whenthey had opted inthe participant will incuanother cool down now between deactivation and allowed
reactivation time Furthermore the XNode system is intuitive and singtéck removing possible userror that

often occurs with similar features such as Masternodes and replacing it with user iviterastsion. This also

takes a considerable load away from support needs, network inconsistean$he overall hassle of operating or
participating in the system.
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Marketing Campaign (active)

Mobile Wallet
Lightweight Client

QZ Xnodes
Sidechains
2018 Mailing System

Q3

ChainApps
CrossChain
SiteOnChain

DISCLAIMER
This Roadmap is for informational purposes only, and not a binding commitment. Do not rely on this information in purchasing
Espers coins/tokens as ultimately the development and timing remains at the sole discretion of the Espers/CryptoCoderz team.




MEET OUR TEAM

A PERFECT BLEND OF CREATIVITY AND
DEVELOPMENT WIZARDRY.

CRYPTOCODERZ

Lead Project Manager
Developer

MONOXIDE

Assistant Project Manager
Public Relations

CTGIANT

Assistant Developer

BATYSTA

Project logistics

ARSONIC

Lead Web Developer
Graphics Designer

BBOBB

Project logistics

ARCADE

Public Relations
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DISCLOSURE

Thiswhitepaper (document) is for informational purposes only, and not a binding commitment. Do not rely on this
information when interacting with Espers coins as ultimately the development and timing remains at the sole
discretion of the Espers/CryptoCoderata.

We, the Espers/CryptoCoderz team, intend in no way harm of any kind to anyone in any shape or form. There has
never been a&rowdsaleof coins, presale oany other crowd funding methodsed for the Espers/CryptoCoderz

project or its developersPlease understand the risks involved with cryptographic blockchain technology and their
respectivecoins. The Espers/CryptoCoderz team cannot be held responsible for any lost, stolen, or otherwise
missing funds of any kind. If you are unsure or havedaupt about this project we urge you to NOT invest or

become involved as this is a prototype technology system as stated in numerous areas and to be used at your own

risk.
We have no affiliation with t he Y odudtsolelpaperaled bytYobit al | e
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